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Abstract: - The current study aimed at examining the impact of AIS risks (IT Infrastructure ,Data Entry 
and Outcome, Internal Operations, Control procedures and tools and Data Security) on quality on internal 
auditing as a comparison study between Jordan and England. Study adopted quantitative approach and 

d

istributed a questionnaire on (133) internal auditors in Jordan and (331) internal auditors in England. 
Through SPSS results of study indicated that all adopted risks were found within both samples responded 
to questionnaire. Both sample also indicated that "internal operations" and "data security" are the most 
influential risks that may jeopardize quality of internal auditing. Results also indicated differences 
between impacts of such risks on quality of internal auditing; such risks were attributed to the large 
population of England compared to Jordan and the intensity of internal auditing in England as higher than 
Jordan due to the intensity of operations within the country. However, "IT infrastructure" and "data 
security" appeared to be higher in England compared to Jordan which helped in easing the negative 
impacts of AIS risks on quality of internal auditing. Study recommended applying restrictions on users to 
limit the possibility of changing and manipulating data whether by parties inside or outside the 
organization, in addition to presenting extra efforts in choosing internal auditors in terms of 
qualifications, experiences and abilities.      
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1. Introduction 

The accounting information presented by 
accounting department in an organization must be 
of a high level of quality in terms of the qualitative 
characteristics of data and information, this is very 
important to ensure the rights of stakeholders to 
take the required decisions according to the needs 
of the organization [35]; [48]. The same thing, 
noting that accounting information is one of the 
most important elements of organizational 
production and has a major role in determining the 
efficiency of the organization and mechanism of 
dealing with the data flowing in it. From here, 
many advanced accounting systems have emerged, 
which actually aimed to control the huge amount of 
data flowing within the organization, process it and 
ensure that it reaches all administrative levels in an 
appropriate and timely manner in order to use it in 
taking rational decisions [40]. With the scientific 
and technological development in the business 

environment, organizations are making every effort 
to access the world's latest technologies, 
applications and advanced technological tools that 
help the organization enter the globalization world 
in an easy, smooth and flexible way [25]. Some 
relevant studies can be found in [19] and [37] 
which indicated that many organizations oriented 
themselves to computerize their accounting 
practices as a way to shorten the time and effort in 
carrying out accounting activities, ensure a high 
quality accounting results and organize the flow of 
accounting information. [31] and [28] emphasized 
that gathering between technology and accounting 
practices has prompted the Institute of Internal 
Auditors (IIA) to adopt a new combination of 
internal audit capable of harmonizing with the 
requirements of current technological development 
as ''an independent and purposeful assurance 

advisory activity or function created by 

organizations to improve their operations and add 

value and assists it in achieving its goals through a 
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specific and clear approach to evaluate and 

improve the effectiveness of operations, control and 

direction" [34]. As far as researcher knows, 
quantity of research on relationship between AIS 
applications and internal auditing didn't get that 
much attention and the research which gathered 
between the two variables seemed to be scarce and 
not direct. From that point, it was a little 
challenging to go through this relationship from the 
perspective of previous studies; researcher built the 
problem on the bases of employing tech tools and 
internet along with the idea of "influencing quality 
of internal auditing". In addition to that, COVID19 
was a big obstacle in achieving main aim of study, 
basically it was preferred that the method it better 
to be qualitative through meetings with auditors, 
gain qualitative data from them and compare and 
contrast with the two samples. However, it 
appeared that the only option – with OVID 19 and 
the worldwide lockdown – is to follow the 
qualitative approach and gain numerical data 
remotely due to lockdown in which auditors 
weren't found in their offices and worked also 
remotely. Current study contributed in shedding the 
light on the fact that no matter how helpful, useful, 
supporting and manageable AIS applications can 
be, there still a space for error and faults which are 
accompanied by the employment of tech tools and 
computerized systems on auditing and accounting 
practices, this can be attributed to piracy, hacking, 
system failures and unauthorized entry to sensitive 
data and files and manipulate their content.     

 Problem Formulation 

Based on above argument; current study aimed at 
examining the risks emerging from utilizing 

automated AIS on quality of internal audit among 
internal auditors in Jordan and England and 
compare results between the two environments of 
Jordan and England. Reaching this aim was 
planned through achieving following objectives: 

- Identify the concept of AIS application 
within organizational environment  

- Highlight the risks associated with AIS 
applications  

- Draw the relationship between AIS 
applications and internal audit quality  

- Compare and contrast between AIS 
applications' risks in Jordan and England as 
according to statistical results reached by 
the current study.  

Generally speaking, current study seeks to answer 
the following question: Do AIS applications have 

foundations that prevent risks and raise the 

level of internal audit outputs?  In order to 
achieve above aim, researcher built the following 
model to identify the relationship between variables 
of study which were retrieved from [7] and [5]. 

 

 

 

 

 

 

 

 

 

 

 

 

 

                        Figure 1. Study Model ([7]; [5]) 
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From figure above, following set of hypotheses was 
extracted: 

H1: Risks of AIS Application has an influence on 

the Quality of Internal Auditing 

H2: The impact of Risks of AIS Application on 

increasing Quality of Internal Auditing differs 

between Jordan and United Kingdom 

 

2. Literature Review and Hypotheses 

Development  

 

2.1. Accounting Information Systems (AIS) 

It is well known that a system usually consists of a 
group of elements which interconnectedness leads 
to the completion of a specific function [13]. 
Whether the system is computerized or not, it is 
usually governed by a set of principles, standards, 
controls and provisions that must be followed 
routinely in order to ensure the best outputs [11]. 
Accounting - like all other fields - has its own 
regulations, applications, standards and provisions 
that mustn't be violated. Accounting information 
system (AIS) was defined as systems whose 
responsibility is to provide financial and statistical 
reports based on high quality foundations, in terms 
of inputs, processes and outputs that help in the 
decision-making process of a managerial or 
financial nature [16]. From another perspective, 
AIS is a group of systems concerned with financial 
reports related to the organization, whether in the 
internal or external environment, and its function is 
to process data on financial transactions and present 
them to specific departments [45]. The nature of the 
outputs of AIS varies according to the nature and 
size of the organization, the amount of data 
flowing, and nature of organizational operations 
[9]. Based on that, the application, usage, 
employment and usefulness of AIS application in 
all its forms differs greatly from one environment 
to another, this included organizational 
environment, expertise of auditors, and regulations 
followed within the organization. On a bigger level, 
the application, usage, employment and usefulness 

of AIS application differs in terms of a country, it 
can't be said that employing AIS applications in 
Germany is the same as its application in 
Netherlands, the size, population, operations and 
governance in each country differs which also 
throws its difference on the way AIS applications 
are used.     

2.2. Automated Accounting Information 

Systems 

The idea of adopting a specific system in the 
internal or external operations of an organization is 
based on one basic goal, which is to provide the 
concerned authorities with appropriate information 
at the right time; the success of such systems is 
connected to its ability to achieve the goal and 
provide correct and reliable information when 
needed [22]. Consequently, the organizations' 
continuous pursuit aims to adopt sophisticated and 
complex systems so that they are able to present 
accurate, reliable and relevant information in order 
to adopt it and thus build correct and informed 
decisions based on it [47]. This continuous pursuit 
has led to the emergence of automated AIS 
applications, which was defined by [3] as a group 
of systems that employ individuals, electronic 
software and information in order to enter and 
retrieve raw data in the form of information that 
serves the target parties and helps them to carry out 
their main activities. Automated AIS is utilizing 
computer and technological applications in order to 
deal with the financial data of the organization like 
classification, processing and presentation of 
information that is understandable, accurate, clear 
and relevant to the beneficiaries [20]. It indicated 
that the idea of automated AIS applications 
received a lot of welcome as it represented an 
approach to avoid human errors resulting from 
manual work, in addition to reducing the time and 
effort required to access information that might 
have needed a lot of time in the past [15].  
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2.3.   Risks Associated with 

Automated AIS Applications  

Logic requires that computerized AIS be one of the 
most vulnerable systems due to their dependence 
on computers and networks, which would affect the 
achievement of these systems ’goals, objectives and 
outputs [14]. T the great technological development 
and use of Internet that accompanied the 
development of these systems has created many 
risks represented in information security, failure to 
provide outputs, disruption of accounting services 
in the facility and many material and moral losses 
that accompany these risks [6].  The issue of the 
risks to which automated AIS applications may be 
exposed to is one of the hot topics that are now 
invading the world of research due to the 
continuing technological development associated 
with many programs related to piracy through the 
Internet in addition to the phenomenon of the Dark 
Web, which is used by others in a manner aimed at 
achieving embezzlement, theft and electronic 
piracy [42]. Much of the previous research has 
dealt with – [23], [43], [27] and [33] - the idea of  
automated AIS applications' risks, their forms and 
dimensions, and the identification of the risks that 
can direct these systems, in addition to the 
mechanism of their impact on the organization in 
general and on its performance particularly 
financial. The study [26] is one of the first studies 
that dealt with the idea of automated AIS risks, 
where researchers conducted a survey distributed 
on (657) managers of information systems in the 
United States of America and showing the extent of 
their awareness of the security and non-security 
risks associated with automated AIS. On this topic, 
many risks which included technological 
infrastructure, internal and external environment of 
the organization, intended and unintended errors of 
the personnel working with the applications and 
entries and commands given to them, as well as the 
researchers added other risks including natural 
disasters and electronic piracy. 

In identifying the most important risks that threaten 
information security in automated AIS within Saudi 
organizations, the study showed that the 
participating organizations had suffered many 

financial losses associated with information 
security risks and accountability, which led to 
embezzlement, fraud and infringements of 
information security which were discovered by 
accident. It was pointed out that the existence of 
this type of risk is due to mechanism for entering 
data - whether it was intended or unintended errors 
-, technological infrastructure, as well as the use by 
individuals who are not authorized to view, print 
and display the information [2]. It was indicated 
that there are many risks which could be associated 
with employing automated AIS in the organization; 
such risks would have a strong impact on financial 
and managerial performance of the organization 
including technological infrastructure and the 
extent of its strength in dealing with viruses which 
could reach the accounting system [46]. Individuals 
are considered to be a risk in terms of accessing 
systems, the use of passwords, obliterating or 
destroying the outputs of the system, or cases of 
unauthorized disclosure of data and information by 
displaying or printing them. I indicated that there 
are many risks related to the use of automated AIS, 
but the most frequent of them was the unintended 
or intentional entry of wrong data by working 
personnel, as well as the intended or unintended 
destruction of the data already in the system by 
individuals working within the organization, this 
resembles the risks of data entry [30].  

2.4.    Internal auditing 

The concept of internal auditing is one of the 
managerial and financial tools that are utilized to 
organize financial and managerial issues such as 
decisions, plans, and strategies, thus ensuring that 
the desired goals are reached [31]. Internal audit is 
defined as a type of managerial control that aims to 
evaluate other control tools in the organization and 
thus assist managers at all levels in making sound 
and informed decisions [34]. Organizations have 
aimed to develop the performance of internal 
auditors in the hope of achieving high-quality 
internal auditing by following managerial and 
financial approaches and methods that ensure that 
the organization reaches a high stage of quality in 
internal audit [20]; [32]. The internal audit focuses 
on identifying, examining and reviewing financial 
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and managerial information and demonstrating its 
conformity with reality, in addition to reviewing its 
reliability and classification and submitting reports 
representing this information [21]. It is among the 
tasks of internal auditing to evaluate and review the 
accounting system in the organization and assess 
efficiency of the accounting systems used in order 
to ensure the highest level of accuracy and 
appropriateness of financial data and reports related 
to the organization's conditions as was also agreed 
on by [17]; [39]. 

2.5.  Quality Internal Auditing 

Based on the fact that quality is the extent of 
conformity with requirements, and the 
organizations that seek to reach the level of quality 
are actually organizations that try to monitor their 
daily activities and work, reduce errors, detect 
deviations and serve the top management in the 
best possible way, then the quality of internal audit 
refers to providing a high-quality internal audit by 
matching the accounting system that was adopted 
with realistic figures and data, and then ensuring 
access to the required effectiveness and efficiency 
[31]. The quality of internal audit is the ability to 
identify weaknesses and strengths in internal 
auditing and to present all proposals and 
recommendations to address weaknesses and 
exploit strengths [24]. As for [8] it was found that 
the quality of internal audit is nothing but the great 
commitment in the internal audit standards and 
professional codes of conduct during the practice of 
the audit activity. 

2.6. Standards of Quality Internal 

Auditing  

It indicated that there are many factors that 
determine the quality of internal audit. In principle, 
the auditing standards (65) which were issued by 
the AICPA in 1991 indicated that qualification and 
experience are among the most important criteria 
for the quality of internal audit, it included practical 
qualification, experiences, courses and the 
professional certificates of the internal auditors, in 
addition to the competence of the body that 
appoints these auditors [10]. As for [29], it was 

indicated that the IIA in 2003 introduced standards 
for the quality of internal auditing that included 
independence, objectivity, and professionalism. 
Quality of internal auditing is of great importance 
as it highlights the overall performance of the 
organization and makes a good source to take 
informed decisions [4]; [49]. For that reason, there 
are standards for quality internal auditing which 
were mentioned by [12], [31] and [18] and 
included: 

Qualification 

Qualifications refer to the knowledge, experiences, 
personal characteristics, understanding and 
methods of the internal auditor, in addition to the 
methodology used in auditing and other 
competencies required of him, such as university 
degree and training. These matters greatly 
contribute to affecting the quality of internal audit, 
as the internal auditor must have a degree in 
accounting, auditing, financial, legal and business 
fields or any other specialization appropriate to the 
nature of the job required of the internal auditors. 

Independence 

Independence here refers to the independence and 
isolation of the auditor from the activities that he 
audits in order to ensure transparency in the work 
in addition to freedom and objectivity in the results. 
The meaning of the internal auditor being 
independent is that they perform their work and 
give neutral results freely and objectively without 
any external or internal pressures present within 
themselves. Independence has a great impact on the 
quality of internal audit, as it contributes 
significantly to improving the audit process and 
giving it an individual status and objectivity. 

Proficiency and professional care 

Professional competence in internal audit is one of 
the most important factors in giving high-quality 
internal audit results, as professional competence 
combines independence with the addition of 
knowledge, skills and specializations necessary for 
the advancement of the audit function. Professional 
competence in internal auditing, its procedures and 
methods, is essential in the performance of audits 
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as they involve applying knowledge in the 
situations faced by the auditor and dealing with 
them without the excessive use of technical 
assistance and research. 

Scope of work 

The scope of work standard in internal auditing 
refers to examining and evaluating the efficiency 
and effectiveness of the concerned organization, 
and this includes auditing the risk management 
strategies, the governance adopted in the 
organization in addition to the internal controls and 
the extent of compliance with them and the quality 
of performance while carrying out the 
responsibilities assigned to individuals. 

Perform auditing tasks 

As for the performance of auditing work, it is the 
fifth criterion for the quality of internal audit and it 
refers to the work of examination, evaluation, 
follow-up, planning and implementation of internal 
audit work, for which the auditor is usually 
responsible. 

Managing the internal audit function 

The sixth criterion for the quality of internal 
auditing is the management of the audit entity, 
which is one of the tasks of the first audit official 
and is duly done by ensuring that the audit work is 
carried out as required and the internal audit 
resources are used efficiently and effectively so that 
the audit work matches the internal audit standards. 

2.7. Influence of Automated AIS 

Applications on Internal Auditing 

Quality  

Automated or computerized AIS involve many 
risks that contribute effectively to exposing the 
internal audit to a loss of credibility, validity and 
conformity with reality, and this is what [7] 
indicated to him when he confirmed that and 
among the risks of computerized accounting 
information systems is the idea of the possibility of 
storing a huge amount of data in it, and here it is 
difficult for the organization to make hard copies of 

this huge amount of data due to its huge size and 
the difficulty of storing and maintaining it. 

On the other hand, one of the risks of automated 
AIS and their impact on internal auditing – [5] - is 
the idea that it is difficult to discover errors related 
to inputs, or even in the information system itself, 
and therefore the internal auditor is forced to deal 
with the stored data as it is and rely on its results 
[36]. And its reports that appear as outputs of the 
inputs, whether they are correct or tampered with, 
that is, the changes and manipulations that may 
take place on the stored data cannot be detected or 
any tampering or change in it can be detected. It 
was emphasized that among the risks of 
computerized accounting information systems is 
the difficulty of retracting the steps that the internal 
auditor takes, meaning that the step that he takes 
can only correct them by re-checking completely, 
so the change in the steps followed or avoiding 
mistakes and correcting them is very difficult in 
computing systems compared to manual systems 
[30]. One of the risks, which is passive 
exploitation, that is, the exploitation of system 
information and data by individuals who are not 
authorized to access the system or those individuals 
who are called to develop the system, this matter is 
capable of destroying the organization by leaking 
its information and data to competitors [44]. 

Among the most important and greatest risks of 
accounting information systems is the idea of 
complete destruction of the existing data and 
records entered by the organization, and thus the 
organization may suffer a complete loss of its data 
between day and night [41]. 

The idea of this regulator’s association with an 
electronic network makes the idea of controlling it 
somewhat difficult and therefore the competent 
departments cannot carry out the necessary 
monitoring of networks and systems due to the 
difficulty of this, especially with its automation 
[38]. 
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3. Methods  

Methodological Approach 

Current study aimed at collecting data that are able 
to explain the nature of influence that automated 
AIS applications has on the quality of internal 
auditing. For this reason, and due to COVID 19 
precautions in addition to the comparison held 
between countries in different geographical 
locations (Jordan and England); researcher was 
only able to adopt the quantitative approach 
through depending on numerical data. Achieving 
this aim was done through utilizing a questionnaire 
as a tool of study; the questionnaire consisted of 
two main sections, the first included demographics 
of study sample while the other section included 
variables of study including (IT Infrastructure, Data 
Entry and Outcome, Internal Operations, Control 
procedures and tools and Data Security). 
Questionnaire was presented on liker 5 scale were 1 
strongly disagree, 2 disagree, 3 neutral, 4 agree, 5 
strongly agree.  

 Population and Sampling 

Population of study consisted of all auditors within 
both Jordan and England, due to the impossibility 
of gathering all auditors in the two countries; 
researcher took a convenient sample which can be 
reached online and through emails. Initially, the 
sample included Jordan (150) auditors and England 
(400) auditors from auditing offices within the 
countries. The questionnaire was uploaded online 
'Google Forms' in order for both sample from 
Jordan and England to have access to it. 
Application process was done over a period of (15) 
days, after that, researcher was able to retrieve 
(133) properly filled questionnaire  from Jordanian 
sample which indicated a response rate from Jordan 
(88.6%) and England presented (331) properly 
filled questionnaires which gave a ratio of (82.7%) 
as statistically acceptable.  

 Screening and Analysis of Primary Data 

SPSS was used in order to screen and process 
gathered data. Cronbach alpha was used to test the 
reliability of the scale; it was found that alpha value 
for each variable was greater than accepted percent 
0.60 which reflected the reliability of the scale. 

Table 1. Cronbach alpha 

  
IT Infrastructure  0.918 
Data Entry and Outcome 0.896 
Internal Operations  0.865 
Control procedures and tools 0.877 
Data Security   0.853 
Quality of Internal Auditing 0.953 

 
4. Analysis and Discussion 

  

4.1. Demographics 

Following table (2) presented means and 
percentages of the two samples responses to 
questionnaire statements. The table showed that 
gender wise both samples presented the major 
responses for the benefit of males forming 75.2% in 
Jordan and 64.7% in UK which appeared high in 
both countries. As for age range, results also 
indicated that respondents within both sample 
scored the highest for individuals within age range 

of 37-42 years old scoring a percentage of 33.1% 
and 36.0% for Jordan and UK respectively. Table 
also showed that regarding educational level, 
results also indicated that BA holders appeared to 
represent the majority of respondents scoring 
48.9% and 54.7% for Jordan and UK respectively. 
Answering the experience demographic question 
revealed the same which indicated that majority of 
individuals within samples had an experience of 
+17 years of of working as internal auditing scoring 
40.6% for Jordan and 42.0% for UK.  
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Table 2. Crosstabs of Sample Characteristics According to Demographics 

 

Gender 

 
 

Total Jordan UK 

 Male Count 100 214 314 
% within sample 75.2% 64.7% 67.7% 

Female Count 33 117 150 
% within sample 24.8% 35.3% 32.3% 

Age 

 
 

Total Jordan UK 

 25-30 Count 12 24 36 
% within sample 9.0% 7.3% 7.8% 

31-36 Count 35 79 114 
% within sample 26.3% 23.9% 24.6% 

37-42 Count 44 119 163 
% within sample 33.1% 36.0% 35.1% 

+43 Count 42 109 151 
% within sample 31.6% 32.9% 32.5% 

Educational Level 

 
 

Total Jordan UK 

 BA Count 65 181 246 
% within sample 48.9% 54.7% 53.0% 

MA Count 50 114 164 
% within sample 37.6% 34.4% 35.3% 

PhD Count 18 36 54 
% within sample 13.5% 10.9% 11.6% 

Experience  

 
 

Total Jordan UK 

 2-6 Count 10 20 30 
% within sample 7.5% 6.0% 6.5% 

7-11 Count 21 45 66 
% within sample 15.8% 13.6% 14.2% 

12-16 Count 48 127 175 
% within sample 36.1% 38.4% 37.7% 

+17 Count 54 139 193 
% within sample 40.6% 42.0% 41.6% 

 

 
 

4.2. Questionnaire Analysis  

Examining the following table (3) indicated 
responses of individuals to statements of study, as it 
can be seen individuals had positive attitudes for 
each and every statements noting that all means 
were above than mean of scale 3.00/5.00 which 
was seen as statistically significant. Looking deeper 

into the table, it can be noted that the highest mean 
for variables appeared to be within the variable of 
internal operations as it scored a mean of 
(4.25/5.00) as the highest positively answered 
variable. It was followed directly by a mean of 
(4.04/5.00) for data security. This indicated that 
both samples in Jordan and UK have looked at 
internal operations and data security as the most 
apparent risks that would interfere with quality of 
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internal auditing outcomes in accordance with the use of automated AIS applications.   

Table 3. Statements' Mean and Standard Deviation 

 

Risks of Automated AIS Application 

IT Infrastructure  

 a1 a2 a3 a4 a5 IT 
Jordan Mean 3.76 3.92 3.70 3.95 3.78 3.8226 

N 133 133 133 133 133 133 
Std. 

Deviation 
1.122 1.128 1.135 1.100 1.110 .97379 

UK Mean 3.88 4.01 3.80 4.04 3.88 3.9233 
N 331 331 331 331 331 331 

Std. 
Deviation 

1.090 1.090 1.112 1.067 1.093 .94428 

Total Mean 3.85 3.98 3.77 4.02 3.85 3.8944 

N 464 464 464 464 464 464 
Std. 

Deviation 
1.100 1.101 1.119 1.076 1.098 .95287 

Source: Appendix 1 

Data Entry and Outcome 

 
sample b6 b7 b8 b9 b10 Outcome 
Jordan Mean 4.23 3.96 4.16 4.13 4.01 4.0962 

N 133 133 133 133 133 133 
Std. 

Deviation 
.804 .965 .737 .900 .754 .69831 

UK Mean 4.29 4.02 4.23 4.19 4.10 4.1656 
N 331 331 331 331 331 331 

Std. 
Deviation 

.790 .994 .736 .915 .765 .71259 

Total Mean 4.27 4.01 4.21 4.17 4.07 4.1457 

N 464 464 464 464 464 464 
Std. 

Deviation 
.794 .985 .736 .910 .762 .70847 

Source: Appendix 1 

 

Internal Operations  

 
sample c11 c12 c13 c14 c15 c16 Internal 
Jordan Mean 4.32 4.33 4.20 4.33 3.84 4.20 4.2043 

N 133 133 133 133 133 133 133 
Std. 

Deviation 
.689 .704 .660 .746 .991 .886 .59551 

UK Mean 4.36 4.38 4.25 4.38 3.95 4.28 4.2694 
N 331 331 331 331 331 331 331 

Std. 
Deviation 

.684 .696 .662 .751 .991 .852 .60901 

Total Mean 4.35 4.37 4.24 4.37 3.92 4.26 4.2507 

N 464 464 464 464 464 464 464 
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Std. 
Deviation 

.685 .698 .661 .749 .992 .861 .60525 

Source: Appendix 1 

Control procedures and tools 

 
sample d17 d18 d19 d20 d21 Control 
Jordan Mean 3.93 3.90 3.87 4.28 3.92 3.9805 

N 133 133 133 133 133 133 
Std. 

Deviation 
1.016 1.036 .856 .667 .729 .70533 

UK Mean 4.04 3.98 3.96 4.34 3.98 4.0604 
N 331 331 331 331 331 331 

Std. 
Deviation 

.989 1.030 .863 .683 .760 .71991 

Total Mean 4.01 3.96 3.94 4.32 3.96 4.0375 

N 464 464 464 464 464 464 
Std. 

Deviation 
.997 1.031 .861 .679 .751 .71592 

Source: Appendix 1 

Data Security 

 
sample e22 e23 e24 e25 e26 Security 
Jordan Mean 3.92 3.99 3.99 3.62 3.76 3.8571 

N 133 133 133 133 133 133 
Std. 

Deviation 
1.080 1.145 1.048 1.312 1.327 1.00320 

UK Mean 4.17 4.25 4.27 3.92 4.02 4.1239 
N 331 331 331 331 331 331 

Std. 
Deviation 

.835 .870 .724 1.099 1.095 .70548 

Total Mean 4.09 4.17 4.19 3.83 3.94 4.0474 

N 464 464 464 464 464 464 
Std. 

Deviation 
.918 .962 .838 1.170 1.171 .81008 

Source: Appendix 1 

Quality of Internal Auditing  

 
sample f27 f28 f29 f30 f31 f32 Quality 
Jordan Mean 2.98 3.14 3.04 3.41 3.23 3.35 3.1917 

N 133 133 133 133 133 133 133 
Std. 

Deviation 
1.586 1.648 1.602 1.606 1.560 1.557 1.51292 

UK Mean 3.83 4.07 3.92 4.33 4.06 4.27 4.0775 
N 331 331 331 331 331 331 331 

Std. 
Deviation 

1.127 1.077 1.102 .799 1.010 .748 .81082 

Total Mean 3.59 3.80 3.67 4.06 3.82 4.00 3.8236 
N 464 464 464 464 464 464 464 

Std. 
Deviation 

1.330 1.332 1.325 1.167 1.251 1.124 1.13223 

Source: Appendix 1 
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4.3. Multicollinearity Test 

Multicollinearity test was used to ensure that there 
was no problem of multiple linear correlation 
between variables using VIF, tolerance, taking into 
account a VIF value greater than 10 and tolerance 

value greater than 0.10 (Hair et al, 2012). Based on 
results of analysis, VIF value was less than 10 
whereas tolerance value was greater than 0.10, this 
meant that – as in table 4 - there were no 
multicolleniarity. 

Table 4. Collinearity Statistics 

Model 
 
Tolerance VIF 

 IT Infrastructure  .285 3.512 
Data Entry and Outcome .303 3.302 
Internal Operations  .198 5.041 
Control procedures and tools .137 7.274 
Data Security   .305 3.278 

 
 

 

4.4. Hypotheses Testing  

Main Hypothesis 

H1: Risks of Automated AIS Application has the 

ability to increase the Quality of Internal 

Auditing 

Table 5. Testing H1 

Model Summary 
Model R R Square Adjusted R Square Std. Error of the Estimate 
1 .717a .515 .509 .79315 

ANOVA 
Model Sum of Squares df Mean Square F Sig. 
1 Regression 305.418 5 61.084 97.099 .000b 

Residual 288.122 458 .629   
Total 593.540 463    

Coefficients 

Model 
Unstandardized Coefficients 

Standardized 
Coefficients 

t Sig. B Std. Error Beta 
1 (Constant) -.617 .280  -2.200 .028 

IT 
Infrastructure  

.200 .072 .168 2.754 .006 

Data Entry 
and Outcome 

.491 .095 .307 5.189 .000 

Internal 
Operations  

.173 .137 .092 2.264 .07 

Control 
procedures 
and tools 

.596 .139 .377 4.292 .000 

Data Security   .815 .082 .583 9.898 .000 
 
Multiple regression was used to test above 
hypothesis, r = 0.717 reflected high and positive 
relationship between the independent variables and 

the dependent variable. Also, it was found that the 
independent variables explained 51.5% in the 
variance of the dependent variable. Also it was 
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found that F value was significant at 0.05 levels 
that meant Risks of Automated AIS Application 
has the ability to increase the Quality of Internal 
Auditing. Also it was found that t value for each 
independent variable is significant at 0.05 level that 
means: 
 

 IT Infrastructure has the ability to increase 
the Quality of Internal Auditing 

 Data Entry and Outcome has the ability to 
increase the Quality of Internal Auditing 

 Internal Operations has the ability to 

increase the Quality of Internal Auditing 
 Control procedures and tools has the ability 

to increase the Quality of Internal Auditing 
 Data Security   has the ability to increase 

the Quality of Internal Auditing 
 

H2: The impact of Risks of Automated AIS 

Application on increasing Quality of Internal 

Auditing differs between Jordan and United 

Kingdom 
 

Table 6. Testing H2 

 
Tests of Between-Subjects Effects 

Dependent Variable:   Quality 

Source 
Type III Sum of 
Squares df Mean Square F Sig. 

Corrected Model 386.001a 57 6.772 13.248 .000 
Intercept 2255.173 1 2255.173 4411.702 .000 
Risks of Automated AIS Application 221.100 30 7.370 14.418 .000 
sample 30.757 1 30.757 60.169 .000 
Risks of Automated AIS Application * 
sample 

31.959 26 1.229 2.405 .000 

Error 207.539 406 .511   
Total 7377.306 464    
Corrected Total 593.540 463    
a. R Squared = .650 (Adjusted R Squared = .601) 

2 way ANOVA was used to test above hypothesis. 
 
Above table showed that F value = 14.418 was 
significant at 0.05 level  that meant Risks of 

Automated AIS Application has an effect of 

quality of internal auditing, also F value= 60.169 
was significant at 0.05 level , that meant quality of 
internal auditing differs between the two samples. 
Above table shows also that F = 2.405 was 
significant at 0.05 level, that meant the impact of 

Risks of Automated AIS Application on  increasing 
Quality of Internal Auditing  differs between 
Jordan and United Kingdom. 
 

This difference tended to increase in UK sample 

since its mean =4.09 were greater than Jordan 

sample as shown in the following table: 

 

Table 6. Estimated Marginal Means 

 
1. sample 

Dependent Variable:   Quality   

sample Mean Std. Error 
95% Confidence Interval 
Lower Bound Upper Bound 

Jordan 3.046 .083 2.883 3.208 
UK 4.090a .051 3.990 4.189 
a. Based on modified population marginal mean. 
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4.5. Discussion 

Current study aimed at evaluating the influence of 
automated AIS applications on quality of internal 
auditing. Quantitative approach was employed and 
a questionnaire was utilized to resemble the tool of 
study. Population consisted of internal auditors 
from different auditing offices in both Jordan and 
UK. A convenient sample was chosen from Jordan 
which consisted of (133) internal auditors and UK 
consisting of (331) internal auditors. AMOS was 
used in order to tackle, screen, process and analyze 
gathered data from both countries. Results 
indicated that the main hypothesis was accepted 
and there appeared an influence on automated AIS 
applications on quality of internal auditing that is 
attributed to risks including (IT Infrastructure ,Data 
Entry and Outcome, Internal Operations, Control 
procedures and tools and Data Security).    

Risks of Automated AIS Application has the ability 

to increase the Quality of Internal Auditing 

Analyzing the gathered data in accordance with 
respondents' orientations and answers indicated that 
the first hypothesis was accepted, and there are 
risks within automated AIS applications that would 
jeopardize the quality of internal auditing. As the 
analysis showed before, the most significant 
variables of automated AIS applications appeared 
to be for internal operations which scored a 
significance level of 0.07.  Based on that, it can be 
said that the main hypothesis is supported and 
automated AIS applications are helpful in terms of 
supporting quality of internal auditing in terms of 
better use of internal resources, matching required 
standards of auditing, and present outcomes that 
explains the reality of financial status of the 
organization. This was agreed on by [4] and [1] 
who argued that internal operation are extremely 
critical if the organization aimed at achieving a 
high quality internal auditing, this means that the 
organization has to make sure that all resource, data 
and information are used in an effective way that 
ensures a well-built internal auditing.    

The impact of Risks of Automated AIS Application 

on increasing Quality of Internal Auditing differs 

between Jordan and United Kingdom 

 

The study proved, like many previous studies 
including [14]; [6]; [42]; [33]; [2]; [46] that AIS are 
considered less safe than manual systems, 
especially in internal auditing and its results, and 
these risks stem from the adoption of computerized 
accounting information systems to save data in 
electronic files that are subject to damage or loss or 
even the possibility of a number A large number of 
people can access it and see it. Same results 
appeared with [23]; [43] and [27] who argued that 
the level of fragility within automated AIS is much 
less than the fragility within automated AIS, this 
makes automated AIS exposed to higher level of 
risks associated with piracy, unauthorized usage 
and manipulation.   It was indicated through results 
of study that there are many risks within automated 
AIS applications that may play a role in 
jeopardizing the quality of internal auditing, such 
risks are predictable given that such application 
have a high dependency level on internet, and it is 
widely understandable that such dependency makes 
applications more vulnerable to piracy and hacking 
incidents which in its turn may form a big risk on 
data and information stored within such 
applications. [26] seemed to agree with this result 
arguing that results and reports of the internal audit 
imply the necessity to provide accurate, correct and 
with a high degree of reliability in order to provide 
a summary consistent with the actual reality of the 
organization, this also agreed with [30] arguing that 
the internal audit is closely related to the validity of 
the information entered and any change in this 
information or Its content could harm the 
organization and its property, as well as providing 
false information and fraudulent violations related 
to the electronic systems used.  

The Comparison Account 

Returning to the different location of the study 
sample that was dealt with, the idea was reached 
that the risks between Jordan and England are 
actually similar in terms of the idea that the total 
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reliance on automated programs is based on many 
risks that the organization must accept as it is, but 
at the time. Himself adopts strategies and plans in 
order to deal with it. The difference between the 
samples taken in the current study between Jordan 
and England lies in the difference in the size of the 
sample, and this matter seems natural because the 
sample of England is larger than the sample of 
Jordan. Consequently, it can be said that the risks 
of using automated AIS differ between Jordan and 
England due to the different nature of internal 
operations in them, in addition to the fact that 
England is larger and higher in population than 
Jordan, and therefore it is natural that the risks will 
be more extensive due to the huge size of internal 
auditing in England compared to Jordan. This 
managed to effect results of study in terms of 
aspects that are related to country size, population 
and level of operations within the auditing field. As 
it is widely known England is a larger country than 
Jordan, it is stretched on 130,279 km² and 
populated of 55.98 million compared to Jordan 
which is stretched on a space of 89,342 km and 
populated of 10.1 million. Not to mention the 
nature of operations and size of organizations 
working within the country given the fact that GDP 
of England is $2.64 trillion while Jordan's GDP is 
$39.00 USD. Another comparison between two 
samples appeared in terms of variables. As it was 
mentioned before, risks of automated AIS 
applications were listed, and there appeared a 
difference between Jordan and England in terms of 
data security and IT infrastructure. The study 
indicated that the standards and characteristics of 
data security and IT infrastructure were stronger in 
England compared to Jordan, and therefore the 
risks - despite the exposure of both countries to 
them - appeared to be less in terms of negative 
impact on England compared to Jordan, where in 
England the two variables (data security and IT 
infrastructure) scored a mean that is higher than 
Jordan in positivity given that data security scored 
a mean of 4.12/5.00 and IT infrastructure scored 
3.92/5.00.   

 

 

5. Conclusion and Recommendations 

Internal auditing is an independent, objective 
guarantee and consulting activity that aims to add 
value to and improve the organization’s operations. 
It helps in achieving the organization’s objectives 
by adopting a systematic and structured approach to 
evaluate and improve the effectiveness of 
governance, risk management and control. It also 
aims to help members of the organization carry out 
their responsibilities effectively. To this end, this 
audit provides them with analysis, evaluations, 
recommendations, advice and information related 
to the activities under review. The study showed 
the importance of internal auditors ’awareness of 
the need to keep pace with modern technological 
developments in the performance of their 
accounting tasks, and at the same time an actual 
awareness of the nature of the risks involved in 
relying on technology in accounting work, in 
addition to the perception of the idea that 
accounting work, specifically internal auditing, 
implies the importance of having relevant outputs. 
High accuracy, reliability and quality as well as low 
cost. Here, the importance of being aware of the 
risks of technology and its vulnerability to piracy 
and cyber-attacks, which would harm the interests 
of the organization by negatively affecting the 
outputs of the internal audit. Therefore, the total 
reliance on automated AIS applications involves 
many risks that would affect the quality of internal 
audit, and organizations are required to conduct 
many general tests of mental capabilities and 
technical knowledge tests in the field of e-
accounting, these tests include identifying the 
internal auditor in the sequencing system of letters 
and numbers, and identifying the auditor's ability to 
solve algebraic equations, ability or speed to enter 
accounting data, ability to prepare flow maps and 
deduction from reality and the ability to analyze 
and think logically. Such tests can be attained 
through focusing on auditors approaches in dealing 
with AIS applications, their expertise and ability to 
work will with such systems, in addition to that, in 
current research it was highlighted that individuals 
showed high level of awareness regarding the 
variable of AIS applications and its risks as their 
answers were tested and showed a high level of 
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understanding, this appeared through the 
consistency of the study tool and the homogenous 
results which were reached through the analysis. 
However, there must be a space were more 
enhancement and development should be given to 
auditors in the field of employing AIS applications 
within the auditing process.  

Based on results and conclusion, current study 
recommended: 

- The management of the organization is 
required to protect its data, especially non-
paper, by all available advanced means 

- Putting restrictions on users to limit the 
possibility of changing and manipulating 
the data, whether by parties inside or 
outside the organization 

Organizations should focus on accountants passing 
the legal accounting tests or management 
accounting tests, because they are more qualified to 
fill accounting jobs and with regard to computers 
that can be used in some accounting applications  
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