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Abstract: Based on the WeChat platform, Micro-business is a new mode of electricity providers as a set of
mobile and social integration. In combination with the SEIR model of the social network, an ignorant-hidden-
spreader-immune (IHSR) model was established which is suitable for the micro-business information dissem-
ination (MBID). Using the characteristics of micro-business and circle of friends in the WeChat network, the
mechanism of information dissemination and the influence of network parameters on the process of information
dissemination are analyzed. By means of the interactive Markoff chain, the mean field equations are obtained,
which reflect the change of MBID process with time. We study the similarities and differences of dynamic char-
acteristics between homogeneous networks and inhomogeneous networks by analyzing the equilibria and their
stability of the equations. The simulations show that the model basically reflect the trend of the information dis-
semination on the micro-business network.
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1 Introduction

With the development of the Internet and mobile ter-
minals, people are moving into the real mobile in-
formation age. Taking our most familiar Taobao and
Jingdong which are largest shopping sites in China as
examples, their businesses are also transforming from
the traditional large-scale platform to the small per-
sonal trading platforms. As an important mobile ter-
minal, the mobile phone is closely related to people’s
life and learning and gradually becomes an irreplace-
able items. WeChat is the most popular and widely
used social service software in China. Micro-business

are the individuals who disseminate product informa-
tion (including to text or picture and so on) to their
circle of friends through WeChat, and ultimately aim
at achieving the effective information dissemination
and making a profit. Micro-business are more flexi-
ble than the traditional Internet sales model due to re-
movability and flexibility. Micro-business possess the
characteristics of a simple operating, low investment,
stable customers as well as wide and rapid propaga-
tion so that it is becoming an extremely popular oc-
cupation. Chinese consumers prefer shopping in the
micro-business within friends circle with higher cred-
its. In recent years, the number of micro-business is
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growing rapidly up to 1 million so far.
Although China’s micro-business is booming,

there are still some problems such as lack of per-
sonal contact, lack of protected transactions and data
privacy. Typically, when people login the circle of
friends in order to acquire the latest dynamics around
friends, or to browse some new things and share them,
if the micro-business occasionally disseminate one or
two messages, you will feel it fresh and interesting.
Once micro-business refresh repeatedly the product
information in the circle of friends or the quality of the
product is poor, which will cause most people’s feel-
ings of disgust, then people will block the message or
exit the circle of friends[1].

At present, the information dissemination mod-
els of micro-business are based mainly on the model
of infectious disease and social network transmission.
Many models of wireless networks have been inves-
tigated in ([2]–[4]). However, most of them are not
directly applied in complex networks due to assum-
ing the transmission path between the two nodes is
stable. DK and MK models have been widely used
in the quantitative study of the spread of rumors([5]–
[11]). But these models are unsuitable to describe the
spreading mechanism of large-scale social network
rumors for lacking the topological features of social
networks[12]. After that, based on the epidemic dy-
namics theory and ISR models, the information dis-
semination models were established. Wang et al.[4]
studied a rumor propagation model in complex social
networks by an approach similar to the dynamics of
epidemic. Nekovee et al.[13] introduced an SIR’s ru-
mor propagation model with the complex social net-
work and discussed the corresponding thresholds in
homogeneous and inhomogeneous networks, respec-
tively. Zhang et al. in[14] proposed an online social
network model including node degree and epidemiol-
ogy. Zhang et al.[15] proposed an improved SI model
to reduce the information propagation in online social
networks by involving the topological relation. Wu et
al. [16] proposed a basic and an extended model to
evaluate the performance of information by suppos-
ing that information spreads among any node whether
they are friends or not. In[17], the topological struc-
ture of the WeChat network was analyzed and the sta-
tistical properties such as degree distribution, cluster-
ing coefficient, average path length and so on were
researched.

Modeling of the information dissemination is of-
ten predicated on the assumption that the user are al-
ways online, which is difficult to achieve in the real-
ity. Even though considerably more attention has been
given to the information dissemination models in so-
cial network, the study on the micro-business model
of information dissemination is relatively rarely. In

the micro-business network, the state of online or off-
line determined by the user’s work, life and other
habits, has an important influence on the dissemina-
tion of information. On the other hand, a time delay
is incorporated into the process of information dis-
semination, which is referred to an incubation period.
Therefore, the model with time delay is more suitable
for describing Micro-business network. Inspired by
[18] and the social network information dissemination
models, we introduce the hidden node (H) represent-
ing the offline users into MBID model.

Hence an ignorant-hidden-spreader-immune
(which is abbreviated as IHSR) model is proposed to
describe the behavior characteristics of the users in
the micro-business network. Furthermore, due to the
existence of the degree-degree correlation function in
the dynamics evolution equations of information dis-
semination, we study the similarities and differences
of dynamic characteristics between homogeneous
networks and inhomogeneous networks by analyzing
the equilibria and their stabilities, which bridges the
gaps of the information dissemination in the MBN.

Article structure is as follows. The second part
describes the complex networks and MBID mecha-
nism. In the third part, the mean field equation of
the MBID is obtained through the interactive Markov
chain. The fourth part is the dynamics analysis of a
homogeneous network. The fifth part is the numerical
simulation. The sixth part is the conclusion.

2 Micro-business Information Dis-
semination model in complex net-
works

2.1 Complex networks

Complex networks are a new and rapid development
subject, which reveals the reality of network system,
In particular, proposition of the small world network
model (WS) and the scale-free networks (SF ) has set
off an upsurge of academic research on complex net-
work. Additionally micro-business network is a kind
of SF . In this paper, we consider a micro-business
network with invariable total nodes N . Then an undi-
rected graph G = (V,E) is utilized to express the
relationship of the nodes in micro-business network,
where V is a set of nodes and E is a set of edges.
Here the nodes denote the businessman and his friends
in the friends circle, and edges denote the contact be-
tween two nodes.
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2.2 Information dissemination mechanism
According to Maki and Thompson [19], the premise
of rumor spreading is that people must contact with
the spreader directly. The mechanism of MBID is
consistent with the mechanism of rumor spreading. In
order to introduce the MBID mechanism more clearly,
suppose that the nodes N in micro-business network
is divided into four compartments with N = I(t) +
H(t) + S(t) + R(t). Here I(t) is the ignorant class
in which the nodes do not receive the information.
H(t) is the hidden class in which the nodes receive but
yet not forward the information. S(t) is the spreader
class in which the nodes forward the information.
R(t) is the immune class in which the nodes do not
forward the information. When the micro-business
disseminate the information of product which would
be bought by his circle of friends, only a fractional
friends can receive information due to others without
the permission to browse their friends’ circle. When
the user logins WeChat, he will see the information
and then determine whether to forward the informa-
tion according to his preferences and other factors.
The user who receives but does not forward the in-
formation will transform from the ignorant I into the
hidden H . If the information is forwarded, the node
transforms from the hidden H into the spreader S. If
the user gives up forwarding information, the hidden
H becomes the immune R. In the process of forward-
ing information, if the spreader S contacts with an im-
mune R, then he may become the immune R at a cer-
tain probability. The nodes may block the message or
exit the WeChat circle of friends due to the informa-
tion repeated or defective product recommended by
the spreader. In addition, the spreader will terminate
the dissemination behavior in a certain period of time
and turn into the immune because of the lethe or dis-
interest for the information

According to the above MBID process, the rule of
an IHSR model is described as follows.

Figure 1: The transfer diagram for an IHSR model.

The following assumptions for the IHSR model
are made (Fig. 1):

(H1) When a spreader contacts with an ignorant, the
ignorant becomes a hidden at a rate β(0 < β <
1).

(H2) The hidden either becomes a spreader who
starts to forward information at a rate υ1 or be-
comes an immune node who does not forward
information at a rate υ2.

(H3) The spreader becomes the immune at a rate
γ when they contact an immune. On the other
hand, the spreader does not forward information
and eventually becomes the immune at the rate
υ3.

3 Mean Field Equations of Interac-
tive Markov chain

We can describe the above model in the dynamic net-
work by using the interactive Markov chains (IMC).
The IMC was originally introduced as a way to sim-
ulate the social processes involving many interacting
actors (or agents)[20]. According to the properties of
the internal Markov chain, IMC is composed of N in-
teractive nodes and in which each node has the state of
time evolution. Different from the traditional Markoff
chain, the corresponding internal transition probabil-
ity is not only dependent on the state of the current
node, but also relate to the state of nodes connected
with it. The whole system evolve according to the
global Markov chain whose state space dimension is
the description of the state of each node. When deal-
ing with large networks, the exponential growth of the
state space is very difficult to find the numerical solu-
tion by IMC, so we have to adopt other ways to deal
with it. In the MBID model, each node can be in one
of the four states:ignorant, hidden, spreader, immune.
In this case, we derive a set of probability equations
using the mean-field method of the interactive Markov
chain.

For a node m in the MBID network, the state
may change among I , H , S and R in [t, t+△t] . The
probabilities of state transition of node m are defined
by Table 1.
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Table 1: One-step transition probability of the state
pmII The probability that node m remains in an ig-

norant state
pmIH The probability that node m transfers from

the ignorant to the hidden
pmHH The probability that node m remains in a hid-

den state
pmHS The probability that node m transfers from

the hidden to the spreader
pmHR The probability that node m transfers from

the hidden to the immune
pmSS The probability that node m remains in a

spreader state
pmSR The probability that node m transfers from

the spreader to the immune

3.1 Computation of probabilities
Case 1. The node m is in the ignorant state at time t.
Let g = g(t) represent the number of spreader nodes
in the neighbor node of m at time t. Then

pmII = (1−∆tβ)g. (1)

Assume that node m has k edges and g is a random
variable subjected to the following binomial distribu-
tion,∏

(g, t) =

(
k
g

)
θ(k, t)g(1− θ(k, t))k−g. (2)

Here θ(k, t) is the probability that the ignorant node
with k edges connects to a spreader node at time t,

θ(k, t) =
∑
k′

p(k′|k)p(Sk′ |Ik)

≈
∑

k′ p(k
′|k)ps(k′, t),

(3)

where p(k′|k) is the degree-degree correlation func-
tion, which denotes the conditional probability of a
node with degree k adjacent to a node of degree k′.
p(Sk′ |Ik)denotes the probability that a node with k′

edge is in the spreader state when it is connected to
a ignorant node with degree k. ps(k′, t) denotes the
density of the spreader nodes whose degree are k′ at
time t. The node with degree k maintains in the igno-
rant state in [t, t+△t] by the average probability

pII(k, t) =
∑k

g=0

(
k
g

)
(1−∆tβ)gθ(k, t)g

×
(
1− θ(k, t))k−g

)
= (1−∆tβ

∑
k′ p(k

′|k)ps(k′, t))k.
(4)

Owing to
pmII + pmIH = 1, (5)

the average probability of the node with degree k
transfers from the ignorant state to the hidden one.

pIH(k, t) = 1− pII(k, t)

= 1− (1−∆tβ
∑

k′ p(k
′|k)ps(k′, t))k.

(6)
Case 2. The node m is in the hidden state at time t.
Then,

pmHH + pmHS + pmHR = 1, (7) pmHS = ∆tv1,

pmHR = ∆tv2.
(8)

Case 3. The node m is in the spreader state at time t.
Then,

pmSS + pmSR = 1, (9)

where
pmSS = (1−∆tγ)s(1− v3∆t). (10)

Assume that node m has k edges and s = s(t) repre-
sents the number of immune nodes in the neighbor
node of m at time t. Then s is a random variable
which is subject to binomial distribution,

∏
(s, t) =

(
k
s

)
θ1(k, t)

s(1− θ1(k, t))
k−s, (11)

θ1(k, t) is the probability that the spreader node with
k edges connects to an immune node at time t,

θ1(k, t) =
∑

k′ p(k
′|k)p(Rk′ |Ik)

≈
∑

k′ p(k
′|k)pr(k′, t),

(12)

where p(Rk′ |Ik) denotes the probability that a node
with k′ edge is in the immune state when it is con-
nected to an immune node with degree k and pr(k′, t)
denotes the density of the immune nodes whose de-
gree are k′ at time t. The node with degree k maintains
the average probability of spreader state in [t, t+△t].

pSS(k, t) =
∑k

s=0(1−∆tγ)s(1− v3∆t)θ1(k, t)
s

× (1− θ1(k, t))
k−s

= (1− γ∆t
∑

k′ p(k
′|k)pr(k′, t))k

× (1− v3∆t)
(13)
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Therefore, the average probability of the node with
degree k transfers from the spreader state to the im-
mune state,

pSR(k, t) = 1− pSS(k, t)

= 1− (1− γ∆t
∑
k′

p(k′|k)pr(k′, t))k

× (1− v3∆t)
(14)

3.2 Variation of the number of nodes in [t, t+
△t]

At time t, suppose that the total number of nodes
with degree k in the micro-business Network is
N(k, t). I(k, t),H(k, t), S(k, t), R(k, t) respec-
tively denote the number of ignorant, hidden,
spreader and immune nodes with degree k. Then
I(k, t) + H(k, t) + S(k, t) + R(k, t) = N(k, t). In
[t, t + △t], the number of various nodes varies as
follows:

1) Ignorant node:

I(k, t+∆t) = I(k, t)− I(k, t)(1− pII(k, t))

= I(k, t)− I(k, t)

×
(
1− (1−∆tβ

∑
k′ p(k

′|k)ps(k′, t))k
)
.

(15)
2) Hidden node:

H(k, t+∆t) = H(k, t) + I(k, t)(1− pII(k, t))

−H(k, t)(pHR + pHS)

= H(k, t) + I(k, t)

×
(
1− (1−∆tβ

∑
k′ p(k

′|k)ps(k′, t))k
)

−H(k, t)(∆tv1 +∆tv2).
(16)

3) Spreader node:

S(k, t+∆t) = S(k, t) +H(k, t)pHS(k, t)

−S(k, t)pSR(k, t)

= S(k, t) +H(k, t)∆tv1 − S(k, t)

× (1− (1− γ∆t
∑

k′ p(k
′|k)pr(k′, t))k

× (1− v3∆t)) .
(17)

4) Immune node:

R(k, t+∆t) = R(k, t) +H(k, t)pHR(k, t)

+S(k, t)pSR(k, t)

= R(k, t) +H(k, t)∆tv2 + S(k, t)

× (1− (1− γ∆t
∑

k′ p(k
′|k)pr(k′, t))k

× (1− v3∆t)) .
(18)

In the above equations, pi(k, t), ph(k, t), ps(k, t)
and pr(k, t) represent the proportions of nodes which
are in the ignorant, hidden, spreader and immune
states, respectively, namely

pi(k, t) =
I(k, t)

N(k, t)
,

ph(k, t) =
H(k, t)

N(k, t)
,

ps(k, t) =
S(k, t)

N(k, t)
,

pr(k, t) =
R(k, t)

N(k, t)
.

(19)

And they fulfill the normalization conditions

pi(k, t) + ph(k, t) + ps(k, t) + pr(k, t) = 1.

According to (19), the new mean field equations of
four types of nodes can be formed,

ṗi(k, t) = −kβpi(k, t)
∑

k′ p(k
′|k)ps(k′, t),

ṗh(k, t) = kβpi(k, t)
∑

k′ p(k
′|k)

×ps(k′, t)− ph(k, t)(v1 + v2),

ṗs(k, t) = v1p
h(k, t)− kγps(k, t)

∑
k′ p(k

′|k)

×pr(k′, t)− v3p
s(k, t),

ṗr(k, t) = v2p
h(k, t) + kγps(k, t)

∑
k′ p(k

′|k)

×pr(k′, t) + v3p
s(k, t).

(20)
The dynamics evolution equations of information

dissemination are used to characterize the change of
the density of ignorant nodes, hidden nodes, spreader
nodes and immune nodes over time. The dynamics
dissemination process is influenced by the network
topology structure and dissemination mechanism. By
the above formula, we notice that these equations are
expressed by the degree-degree correlation function,
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so we need to perform a numerical analysis of the ex-
pression p(k′|k).

Generally, the MBID network is inhomogeneous.
Here we consider a scale-free (SF) networks. In which
the degree-degree correlations can be written as

p(k′|k) = k′p(k′)

< k >
, (21)

where p(k′) is the degree distribution function
and < k > is the average degree of nodes [21]. It
is assumed that the degree distribution of the SF net-
work is subject to the power distribution ([22]–[23]).

p(k) =

{
Ak−δ kmin < k,
0 otherwise,

(22)

where 2 < δ ≤ 3, kmin is the minimum degree of the
networks and A is a normalization constant.

4 Dynamics analysis of a homoge-
neous network

For convenience, we consider a homogeneous net-
work. In which the fluctuations of the node degrees
are very small and there are no correlations of these
degrees, namely, p(k′|k) = k̄, here k̄ represents the
average degree of the network. Then the MBID equa-
tions become:

ṗi(t) = −k̄βpi(t)ps(t),

ṗh(t) = k̄βpi(t)ps(t)− ph(t)(v1 + v2),

ṗs(t) = v1p
h(t)− k̄γps(t)pr(t)− v3p

s(t),

ṗr(t) = v2p
h(t) + k̄γps(t)pr(t) + v3p

s(t).
(23)

Next, the equilibria and their stability are investigated.

4.1 The existence of equilibria
1) If pi(t) = 0, then ph(t) = 0 and
−ps(v3 + k̄γ)pr(t) = 0. The non-negative
equilibrium x1(0, 0, 0, 1) is figured out.

2)If pi(t) ≠ 0 and ps(t) = 0, then non-negative
equilibrium x2(p

i∗, 0, 0, 1 − pi∗) is obtained, where
0 < pi∗ < 1.

4.2 Stability
Now let us compute the Jacobian matrix of (23)
around the equilibrium xi(p

s, ph, pi, pr):

J(xi) =


−k̄βps 0 −k̄βpi 0
k̄βps −(v1 + v2) k̄βpi 0
0 v1 −v3 − k̄γpr −k̄γps

0 v2 v3 + k̄γpr k̄γps

 .

Then the corresponding characteristic equation is:∣∣λE − J(xi)
∣∣ =∣∣∣∣∣∣∣∣

λ+ k̄βps 0 k̄βpi 0
−k̄βps λ+ v1 + v2 −k̄βpi 0

0 −v1 λ+ v3 + k̄γpr k̄γps

0 −v2 −v3 − k̄γpr λ− k̄γps

∣∣∣∣∣∣∣∣ .
Theorem 1. The equilibrium x1(0, 0, 0, 1) is locally
stable.

Proof. From

|λE−J(x1)| =

∣∣∣∣∣∣∣∣
λ 0 0 0
0 λ+ v1 + v2 0 0
0 −v1 λ+ v3 + k̄γ 0
0 −v2 −v3 − k̄γ λ

∣∣∣∣∣∣∣∣
= λ2(λ+ v1 + v2)(λ+ v3 + k̄γ) = 0,

we have λ1 = 0, λ2 = −v1 − v2 < 0 and λ3 =
−v3 − k̄γ < 0. Then the equilibrium x1 is locally
stable. The proof is completed. 2

Theorem 2. The equilibrium x2(p
i∗, 0, 0, 1 − pi∗) is

locally stable if

1 > pi∗ >
v1 + v2

β + v1 + v2
[1 +

v3

γk
] , Γ (24)

holds. If the reverse inequality of (24) establishes,
then the equilibrium x2 is unstable.

Proof. From

|λE − J(x2)|

=

∣∣∣∣∣∣∣∣
λ 0 k̄βpi∗ 0
0 λ+ v1 + v2 −k̄βpi∗ 0
0 −v1 λ+ v3 + k̄γ(1− pi∗) 0
0 −v2 −v3 − k̄γ(1− pi∗) λ

∣∣∣∣∣∣∣∣
= λ2{(λ+ v1 + v2)(λ+ v3 + k̄γ(1− pi∗))− k̄γβpi∗}
, λ2h(λ) = 0,

we have λ1 = λ2 = 0 and

h(λ) = λ2 + λ(v1 + v2 + v3 + k̄γ(1− pi∗))

+(v1 + v2)(k̄γ(1− pi∗) + v3)− k̄γβpi∗ = 0.
(25)
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Again, the roots of h(λ) = 0 meet

λ3 + λ4 = −[v1 + v2 + v3 + k̄γ(1− pi∗)] < 0

and

λ3λ4 = (v1 + v2)[k̄γ(1− pi∗) + v3]− k̄γβpi∗.

So, in order to ensure the stability of the equilibrium
x2, it is obtained that (24) holds. The proof is com-
plete. 2

Remark From the above discussion, we see that the
equilibria x1 and x2 always exist and x2 is multi-
valued. Γ is a vital threshold which determines the
stability of x2. Theorem 2 indicates that whether the
ignorant dies out or not depends on the proportion of
the initial ignorant.

5 Numerical simulations
Our focus so far has been on mean field equations of
interactive Markov chain and dynamics analysis of a
homogeneous network. To facilitate the interpretation
of our mathematical results, we proceed to investigate
it by numerical simulations.

5.1 Comparisons of homogeneous and inho-
mogeneous networks

First, let us investigate the evolutions of four kinds of
nodes tending to equilibrium (0, 0, 0, 1) in homoge-
neous and inhomogeneous networks, respectively.

Assume that the initial state are

ps(0) = 0.0001, pi(0) = 0.9999, ph(0) = 0, pr(0) = 0.
(26)

Choose

δ = 3, γ = 1, β = 5, kmin = 4, k̄ = 7,
v1 = 0.25(Times/Hour), v2 = 0.3(Times/Hour),
v3 = 0.05(Times/Hour).

(27)
As shown in Fig.2 (a) and (b), the equilibrium

(0, 0, 0, 1) is stable in the two types networks, which
represents that the ignorant (the black line), hidden
(the green line) and spreader (the blue line) nodes are
free and eventually all nodes become immune (the red
line). However, their evolution laws are apparent dif-
ference which are demonstrated as follows.

(1) In homogeneous network, the ignorant nodes
tend to zero rapidly at about the 4th hour, which
means every node gets information. Rather, in inho-
mogeneous network nodes go to zero slowly at about
the 18th hour.

(2) In homogeneous network the hidden nodes
reach the peak 0.5 at the 4th hour, whereas, in inhomo-
geneous network the hidden nodes culminate the peak
0.25 at the 15th hour. In contrast, the curve of the hid-
den nodes in homogeneous network is more steeper
than in inhomogeneous one.

(3) The trend of the spreader nodes is analogous
to the one of the hidden nodes. Obviously, the level
of the spreader nodes in inhomogeneous network are
higher than in homogeneous one, as indicates that the
accumulated amount of the spreader nodes are large.

(4) The immune nodes increase rapidly after the
4th hour in homogeneous network, but, they grows
fast after the 10th hour in inhomogeneous network.
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Figure 2: The evolutions of the ignorant, hid-
den, spreader and immune nodes for the equilibrium
(0, 0, 0, 1). (a) Homogeneous network. (b) Inhomo-
geneous network. Here the initial states are list in (25)
and the parameters are shown in (26).

In sum, compared with homogeneous network,
inhomogeneous network delays the speed of the in-
formation disseminate, and the spreader nodes in the
inhomogeneous network are larger.

Next, let us investigate the evolutions of four
kinds of nodes tending to equilibrium (pi∗, 0, 0, 1 −
pi∗) in homogeneous and inhomogeneous networks,
respectively.

Assume that the initial state are

ps(0) = 0.1, pi(0) = 0.5, ph(0) = 0.1, pr(0) = 0.3
(28)
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Choose

δ = 3, γ = 1, β = 0.01, kmin = 4, k̄ = 7,
v1 = 0.25(Times/Hour), v2 = 0.3(Times/Hour),
v3 = 1(Times/Hour).

(29)
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Figure 3: The evolutions of the ignorant, hid-
den, spreader and immune nodes for the equilibrium
(pi∗, 0, 0, 1− pi∗). (a) Homogeneous network. (b) In-
homogeneous network. Here the initial states are list
in (27) and the parameters are shown in (28).

As shown in Fig.3 (a) and (b), the equilibrium
(pi∗, 0, 0, 1− pi∗) is stable in the two types networks,
in which the four lines represent the trend of the four
nodes. However, their evolution rules have small dif-
ference which are demonstrated as follows.

(1) In homogeneous network, the spreader nodes
go to zero promptly at about the 0.5th hour. On the
contrary, in inhomogeneous network nodes go to zero
slowly at about the 4th hour.

(2) In homogeneous network, the immune nodes
increase quickly and then reach the stable value before
the 0.5th hour. Whereas, in inhomogeneous network
the immune nodes increase slowly and then reach the
stable value before the 4th hour.

In conclusion, compared with homogeneous net-
work, inhomogeneous network delays the speed of the
information disseminate.

5.2 Effects of parameters on homogeneous
and inhomogeneous networks

1) Firstly, for the equilibrium (0, 0, 0, 1) the effects of
parameter β on the dissemination process in the ho-
mogeneous and inhomogeneous networks are shown

in Fig.4 (a) and (b), in which it is taken by 3, 4, 5 and
7, respectively. It is easy to see the evolution laws of
the spreader nodes are apparent difference which are
demonstrated as follows.

(1) In homogeneous network, the spreader nodes
reach the peaks which are less than 0.1 before the 5th
hour for four different β. Rather, in inhomogeneous
network, the spreader nodes reach the peaks which are
larger than 0.12 after the 10th hours.

(2) The accumulated amounts of the spreader
nodes in inhomogeneous network are larger than those
in homogeneous for four different β. Furthermore, the
duration of dissemination information in inhomoge-
neous network is longer.

(3) A smaller increase in β will result in a greater
increase in the spreader nodes, which implies that β is
critical to the information dissemination.

Therefore, in order to disseminate the information
widely and quickly in the network, we should effec-
tively improve the propagating rate of the information
by all means.
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Figure 4: The impact of β on the spreader nodes for
the equilibrium (0, 0, 0, 1). (a) Homogeneous net-
work. (b) Inhomogeneous network. Here the initial
states are list in (26), the parameters are γ=1, v1 =
0.25(Times/Hour), v2 = 0.3(Times/Hour), v3 =
0.05(Times/Hour), kmin = 4, k̄=7 and the value
of β is 3, 4, 5, 7.

Secondly, for the equilibrium (0, 0, 0, 1) the
effects of parameter v1 on the dissemination process
in the homogeneous and inhomogeneous networks
are displayed in Fig.5 (a) and (b). Here v1 is
taken by 1/3(Times/Hour), 1/6(Times/Hour),
1/12(Times/Hour) and 1/24(Times/Hour)
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which show that nodes log on wechat 8, 4, 2 and 1
times a day, respectively.

Obviously, the effects of parameter v1 on the dis-
semination process in the homogeneous and inhomo-
geneous networks are analogous to those of parameter
β. Even so, the frequency of logging on WeChat has
a significant impact on the time and scope of informa-
tion dissemination. The lower the logging frequency,
the slower the speed of information dissemination, the
smaller the scope of the dissemination. On the con-
trary, the faster the dissemination of information, the
greater the scope of the dissemination. But the nodes’s
logging frequency is his own behavioral characteris-
tics, so it is difficult to control from the perspective of
dissemination.
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Figure 5: The impact of v1 on the spreader
nodes for the equilibrium (0, 0, 0, 1). (a) Homo-
geneous network. (b) Inhomogeneous network.
Here the initial states are list in (26) , the pa-
rameters are v2 = 0.3(Times/Hour), v3 =
0.05(Times/Hour), kmin = 4, γ=1, β=5, k̄=7 and
the value of v1 is 1/3, 1/6, 1/12, 1/24.

2) Firstly, for the equilibrium (pi∗, 0, 0, 1 − pi∗)
the effects of parameter β on the dissemination pro-
cess in the homogeneous and inhomogeneous net-
works are shown in Fig.6 (a) and (b), in which it
is taken by 3, 4, 5 and 7, respectively. Because the
spreader nodes’s changes are not obvious, we study
the effects of parameters on immune nodes. It is easy
to see the evolution laws of the immune nodes are ap-
parent different which are demonstrated as follows.

(1) In homogeneous network, a smaller increase
in β will result in a larger increase in the speed of
dissemination and the number of the immune nodes,

but inhomogeneous network doesn’t have such a rule.
(2) The accumulated amounts of the immune

nodes in homogeneous network are larger than those
in inhomogeneous for four different β.
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Figure 6: The impact of β on the immune nodes for
the equilibrium (pi∗, 0, 0, 1 − pi∗). (a) Homogeneous
network. (b) Inhomogeneous network. Here the initial
states are list in (27), the parameters are γ=1, v1 =
0.25(Times/Hour), v2 = 0.3(Times/Hour), v3 =
1(Times/Hour), kmin = 4, k̄=7 and the value of β
is 3, 4, 5, 7.

Secondly, for the equilibrium (pi∗, 0, 0, 1 − pi∗)
the effects of parameter v1 on the dissemination pro-
cess in the homogeneous and inhomogeneous net-
works are displayed in Fig.7 (a) and (b). Here v1
is taken by 1/3(Times/Hour), 1/6(Times/Hour),
1/12(Times/Hour) and 1/24(Times/Hour).

Apparently, comparing with homogeneous net-
work, inhomogeneous network delays the speed of the
information disseminate and the impact of v1 on the
immune nodes is not great.

5.3 Comparison of SIR with IHSR models
The IHSR model is derived from the SIR model.
In the existing information dissemination model, the
IHSR model is the most similar to the SIR model.
Fig.8 shows the comparison of the two models in the
homogeneous and inhomogeneous networks for the
equilibrium (0, 0, 0, 1), where v1 = 1/6(times/hour)
in the IHSR model and the other parameter settings
unchanged. The similarities and differences of these
two models are as follows.

(1) The trend of the two graphs is the same.
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Figure 7: The impact of v1 on the immune nodes
for the equilibrium (pi∗, 0, 0, 1 − pi∗). (a) Ho-
mogeneous network. (b) Inhomogeneous network.
Here the initial states are list in (27) , the pa-
rameters are v2 = 0.3(Times/Hour), v3 =
1(Times/Hour), kmin = 4, γ=1, β=5, k̄=7 and the
value of v1 is 1/3, 1/6, 1/12, 1/24.

(2) In homogeneous network, the duration of the
spreader nodes in dissemination information are less
than those in the inhomogeneous network.

(3) In two networks, the dissemination of infor-
mation in the IHSR model both in time and scope are
obviously at a disadvantage. The IHSR model also
takes longer time to spread the information.

Obviously, the comparison of the two models in
the homogeneous and inhomogeneous networks for
the equilibrium (pi∗, 0, 0, 1 − pi∗) are analogous to
those for the equilibrium (0, 0, 0, 1) in Fig9.
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Figure 8: The comparison of the two mod-
els on the spreader nodes for the equilibrium
(0, 0, 0, 1). (a) Homogeneous network. (b) In-
homogeneous network. Here the initial states
are list in (26) , the parameters are v1 =
1/6(Times/Hour),v2 = 0.3(Times/Hour), v3 =
0.05(Times/Hour), kmin = 4, γ=1, β=5, k̄=7.
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Figure 9: The comparison of the two mod-
els on the immune nodes for the equilibrium
(pi∗, 0, 0, 1 − pi∗). (a) Homogeneous network.
(b) Inhomogeneous network. Here the initial
states are list in (28) , the parameters are v1 =
1/6(Times/Hour), v2 = 0.3(Times/Hour), v3 =
1(Times/Hour), kmin = 4, γ=1, β=0.01, k̄=7.
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In reality, most of the users are in offline state and
offline behavior hinders the dissemination of informa-
tion. In fact, the phenomenon that the vast majority
of users receive information has not yet appeared in
the micro-business network. Though the most popu-
lar products, the percentage of the users who receive
the information is also very low because of the pres-
ence of hidden nodes. Therefore, the IHSR model is
more closer to the actual situation than the SIR model
which is an ideal model.

6 Discussion
In this paper, on the basis of the model of infectious
disease and information dissemination in social net-
work, the hidden node which describe the user’s of-
fline behavior was introduced into the SIR model. The
IHSR model of the MBID and the mean field equa-
tions of four kinds of nodes density based on time evo-
lution are obtained. We calculate the equilibria and
analyze their stability of the homogeneous network.
By comparing the similarities and differences of dy-
namic characteristics and the influence of network pa-
rameters on the process of information dissemination
in homogeneous and inhomogeneous networks, the
simulation results show that the IHSR model can bet-
ter reflect the actual situation of information dissemi-
nation on Micro-business network.

To achieve a better results, there is still much
work to do:

1)More characteristics of WeChat and micro-
business should be considered. For example, thumb
up and comments etc.

2)The networks that we considered are static. In
reality, these kinds of networks are highly dynamic.
Because the connection between the previous mo-
ment and the next moment is different and the net-
work topology is changing at all times, so simulating
the dissemination process in this dynamic network is
challenge.
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